
 

PRIVACY POLICY 

Accomodation service 
Reservations 

 
 
 
Applicable from 3 rd May 2024 

 
In compliance with the Act CXII of 2011 on the Right of Informational Self-Determination and on Freedom of 
Information and the Regulation (EU) 2016/679 of the European Parliament and of the Council on the protection 
of natural persons regarding processing of personal data and on the free flow of such data, and repealing 
Directive 95/46/EC (General Data Protection Regulation), we hereby inform you about the processing of 
personal data provided by you: 

 
 
1. Data controller 
 

Name of data controller:  P-Blasi Kft. - Hotel Central Pécs 

Address of data controller:  Seat: 48 Fő street, 7683 Dinnyeberki  
Address of the hotel: 7 Bajcsy-Zsilinszky street, 7621 Pécs  

Contact details of data controller: 

e-mail hotel@hotelcentralpecs.hu  
telephone + 36 20 490-6255  

website https://hotelcentralpecs.hu/ 

 
2. Data processed 

 
Scope of data processing, purpose and legal basis for data processing, 

data processing (storage) period 

Personal data Purpose of data 
processing 

The legal basis 
for processing 

data 

Duration (storage) of 
data processing:  

 

Name 
E-mail address 
Phone number 
Details of reservation (date, number of 
guests, requests, ordered services, 
data referring to advance payments, in 
the case of corporate bookings the 
name of the company as employer, 
perhaps position) 
In the case of a reservation made 
through an accommodation agency 
portal, the personal data included in the 
additional information provided there 
(data indicated in comments, data 
provided during customer service 
administration, content of complaints, 
evaluations) - optional 
 
 
 

Reservations and 
schedules, arrivals 
and departures, 
registration and 
management of 
cancelled 
reservations,  
Sending confirmation 
by e-mail about the 
reservation 
 

Necessary for the 
performance of a 
contract - GDPR 
Article 6 (1) b) 
 

In the case of direct 
booking: the data 
controller stores personal 
data for 5 years from the 
end of the service. 
In case of cancelled or 
non-established bookings, 
the booking data will be 
deleted. 
In the case of booking 
through an 
accommodation agency 
portal: 
In the case of a 
reservation via szallas.hu, 
szallas.hu also stores the 
data, the retention periods 
are: 
Personal data related to 
accounting documents 
(Accounting data): 8 years 
Personal data related to 
non-accounting documents 
(Non-accounting data): 5 
years, 
In case of cancelled 
reservations, as long as 
there is no cashflow 
associated with the 
reservation: 3 years 
In case of reservations that 
have not been made: 3 
years 
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More detailed information: 
https://szallas.hu/adatvede
lmi-nyilatkozat-20220901 
In case of reservations 
made through 
booking.com, you can find 
more information about 
data management on the 
following page: 
https://www.booking.com/c
ontent/privacy.hu.html?aid
=397594&label=gog235jc-
1DCAEoggI46AdIEVgDaG
eIAQGYARG4ARfIAQzYA
QPoAQH4AQKIAgGoAgO
4AsiG07EGwAIB0gIkNjI5Y
jY2MmQtNDgwNS00NzA4
LTliYTYtOThlZjE2MGQ3Y
TNh2AIE4AIB&sid=ba1b0f
0f58d38ea0370b57fced0e
75b4 

 
Does profiling occur during data processing? 

Answer Short, understandable description of profiling 

No --- 

 
Does automated decision-making occur during data processing?  

Answer Short, understandable description of automatization 

No  

If yes, data subject has the right to request for manual, human intervention. 

 
Source of processed personal data:  

Data subject 

 
Data will be transmitted to: 

Category Name of the company, address of headquarters, business activity 

Data processors 
(performing 
technical tasks 
related to data 
processing) 

Previo.hu Kft. 4/A. Petzvál József street, 1119 Budapest, PREVIO appointment booking 
application 
ServerAstra Kft. 66 Petrence street, 1158 Budapest  Mail system operator, 
Previo.hu Kft. 4/A. Petzvál József street, 1119 Budapest, PREVIO accomodation management 
software 

Recipients  

 
Transmission of data to a third (non-EU) country  

Name of the company, place of transmission, guarantee of transmission, purpose of transmission 

No 

 
Joint data processing occurs:  

Answer Name of joint data controller, its headquarters 

No  

 
Access to data and data security measures: 

Restriction of access Personal data can be accessed by employees who need it to perform their duties, 
as well as by management. 

Data security measures Application of security camera in the building 
Password-protected computer, password or biometric protection on phones, use of 
anti-virus 
The placement of the monitors ensures protection against access by unauthorized 
persons 
Password protected WIFI network 
Password protection of applications 

 

https://szallas.hu/adatvedelmi-nyilatkozat-20220901
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3. Rights of data subject:  

Rights of data subject based on legal basis and their explanations  

Right to information - Data Subject shall have the right to find out the way personal data is handled before data 
processing begins 
Right to rectification - Data Subject is entitled to request the correction of his/her personal data if stored data by data 
controller do not correspond to reality and he/she can prove it. 
Right of access – Data Subject shall have the right to request for personal data stored about him/her from the data 
controller. 
Right to data portability - Data Subject shall have the right to receive the personal data concerning him or her in a 
structured, digital form.  
Right to review of automated individual decision-making - Data Subject may have the right to request for manual 
review of all data processing where data controller has applied automated decision-making with legal effect on data 
subject. 

 
4. Exercise of rights of data subject 
 
If data subject has submitted a request to the data controller related to exercising of his/her rights described in point 3, the 
data controller shall respond without delay and at the latest within one month of receipt of the request, and also shall inform  
data subject regarding the measures taken in case of his/her request. If it is necessary, this deadline can be extended by 
another two months. 
 
If the controller does not take action on the request of the data subject, the controller shall inform the data subject without 
delay and at the latest within one month of receipt of the request of the reasons for not taking action and on the possibility 
of lodging a complaint with a supervisory authority and seeking a judicial remedy. 
 

 
5. Filing a complaint 
 

Data subject shall have the right to lodge a complaint with a supervisory authority: 

 

Name National Authority for Data Protection and Freedom of Information (NAIH) 

Headquarters 9-11 Falk Miksa road, H-1055 Budapest 

Postal 
address 

Mailbox 9., H-1363 Budapest 

Email ugyfelszolgalat@naih.hu 

Telephone +36 (1) 391-1400 

Fax +36 (1) 391-1410 

Website http://naih.hu 

 
 
6. Judicial remedy 
 
Provisions for the judicial remedy are included in the Act CXII of 2011 on the Right of Informational Self- Determination 
and on Freedom of Information. 
 
The data subject may apply to the court against the data controller in order to protect his/her data if he/she thinks that the 
data controller has violated the regulations of processing his/her personal data. The lawsuit may be initiated by data subject 
at the competent court based on his/her residence or temporary residence– according to his/her chioce. During the lawsuit 
a person who does not have any legal capacity can be a party concerned as well. The data protection authority can 
intervene in the lawsuit in order to win the case for data subject. 
 
Any person who has suffered material or non-material damage as a result of an infringement of this Regulation shall have 

the right to receive compensation from the controller or processor for the damage suffered. A controller or processor shall 

be exempt from liability if it proves that it is not in any way responsible for the event giving rise to the damage. 
 
 

  



 

PRIVACY POLICY 

Accomodation service 
Greeting and administration of arriving guests 

 
 
 
Applicable from 3 rd May 2024 

 
In compliance with the Act CXII of 2011 on the Right of Informational Self-Determination and on Freedom of 
Information and the Regulation (EU) 2016/679 of the European Parliament and of the Council on the protection 
of natural persons regarding processing of personal data and on the free flow of such data, and repealing 
Directive 95/46/EC (General Data Protection Regulation), we hereby inform you about the processing of 
personal data provided by you: 

 
 
1. Data controller 
 

Name of data controller:  P-Blasi Kft. - Hotel Central Pécs 

Address of data controller:  Seat: 48 Fő street, 7683 Dinnyeberki  
Address of the hotel: 7 Bajcsy-Zsilinszky street, 7621 Pécs  

Contact details of data controller: 

e-mail hotel@hotelcentralpecs.hu  
telephone + 36 20 490-6255  

website https://hotelcentralpecs.hu/ 

 
2. Data processed 

 
Scope of data processing, purpose and legal basis for data processing, 

data processing (storage) period 

Personal data Purpose of data 
processing 

The legal basis 
for processing 

data 

Duration (storage) of 
data processing:  

 

Name 
E-mail address 
Phone number 
Date and place of birth 
Mother’s name 
Nationality, typeand number of ID card 
Address 
Gender 
 
 
 

Greeting and 
administration of 
arriving guests, 
identification of 
guests, recording of 
data, reservation of 
accomodation, 
provision of 
accomodation and 
handling of 
departures 

Necessary for the 
performance of a 
contract - GDPR 
Article 6 (1) b) 
 

The data controller stores 
personal data for 5 years 
from the end of service. 

 
Does profiling occur during data processing? 

Answer Short, understandable description of profiling 

No --- 

 
Does automated decision-making occur during data processing?  

Answer Short, understandable description of automatization 

No  

If yes, data subject has the right to request for manual, human intervention. 

 
Source of processed personal data:  

Data subject 
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Data will be transmitted to: 

Category Name of the company, address of headquarters, business activity 

Data processors 
(performing 
technical tasks 
related to data 
processing) 

Previo.hu Kft. 4/A Petzvál József street, 1119 Budapest, PREVIO accomodation management 
software 

Recipients  

 
Transmission of data to a third (non-EU) country  

Name of the company, place of transmission, guarantee of transmission, purpose of transmission 

No 

 
Joint data processing occurs:  

Answer Name of joint data controller, its headquarters 

No  

 
Access to data and data security measures: 

Restriction of access Personal data can be accessed by employees who need it to perform their duties, 
as well as by management. 

Data security measures Application of security camera in the building 
Password-protected computer, password or biometric protection on phones, use of 
anti-virus 
The placement of the monitors ensures protection against access by unauthorized 
persons 
Password protected WIFI network 
Password protection of applications 

 
3. Rights of data subject:  

Rights of data subject based on legal basis and their explanations  

Right to information - Data Subject shall have the right to find out the way personal data is handled before data 
processing begins 
Right to rectification - Data Subject is entitled to request the correction of his/her personal data if stored data by data 
controller do not correspond to reality and he/she can prove it. 
Right of access – Data Subject shall have the right to request for personal data stored about him/her from the data 
controller. 
Right to data portability - Data Subject shall have the right to receive the personal data concerning him or her in a 
structured, digital form.  
Right to review of automated individual decision-making - Data Subject may have the right to request for manual 
review of all data processing where data controller has applied automated decision-making with legal effect on data 
subject. 

 
4. Exercise of rights of data subject 
 
If data subject has submitted a request to the data controller related to exercising of his/her rights described in point 3, the 
data controller shall respond without delay and at the latest within one month of receipt of the request, and also shall inform  
data subject regarding the measures taken in case of his/her request. If it is necessary, this deadline can be extended by 
another two months. 
If the controller does not take action on the request of the data subject, the controller shall inform the data subject without 
delay and at the latest within one month of receipt of the request of the reasons for not taking action and on the possibility 
of lodging a complaint with a supervisory authority and seeking a judicial remedy. 

 
5. Filing a complaint 
Data subject shall have the right to lodge a complaint with a supervisory authority: 

Name National Authority for Data Protection and Freedom of Information (NAIH) 

Headquarters 9-11 Falk Miksa road, H-1055 Budapest 

Postal 
address 

Mailbox 9., H-1363 Budapest 

Email ugyfelszolgalat@naih.hu 

Telephone +36 (1) 391-1400 

Fax +36 (1) 391-1410 

Website http://naih.hu 



 

6. Judicial remedy 
 
Provisions for the judicial remedy are included in the Act CXII of 2011 on the Right of Informational Self- Determination 
and on Freedom of Information. 
 
The data subject may apply to the court against the data controller in order to protect his/her data if he/she thinks that the 
data controller has violated the regulations of processing his/her personal data. The lawsuit may be initiated by data subject 
at the competent court based on his/her residence or temporary residence– according to his/her chioce. During the lawsuit 
a person who does not have any legal capacity can be a party concerned as well. The data protection authority can 
intervene in the lawsuit in order to win the case for data subject. 
 
Any person who has suffered material or non-material damage as a result of an infringement of this Regulation shall have 

the right to receive compensation from the controller or processor for the damage suffered. A controller or processor shall 

be exempt from liability if it proves that it is not in any way responsible for the event giving rise to the damage. 
 
 

 
  



 

PRIVACY POLICY 

Accomodation service 
Mandatory data provision 

 
 
 
Applicable from 3 rd May 2024 

 
 
In compliance with the Act CXII of 2011 on the Right of Informational Self-Determination and on Freedom of 
Information and the Regulation (EU) 2016/679 of the European Parliament and of the Council on the protection 
of natural persons regarding processing of personal data and on the free flow of such data, and repealing 
Directive 95/46/EC (General Data Protection Regulation), we hereby inform you about the processing of 
personal data provided by you: 

 
1. Data controller 
 

Name of data controller:  P-Blasi Kft. - Hotel Central Pécs 

Address of data controller:  Seat: 48 Fő street, 7683 Dinnyeberki  
Address of the hotel: 7 Bajcsy-Zsilinszky street, 7621 Pécs  

Contact details of data controller: 

e-mail hotel@hotelcentralpecs.hu  
telephone + 36 20 490-6255  

website https://hotelcentralpecs.hu/ 

 
2. Data processed 

 
Scope of data processing, purpose and legal basis for data processing, 

data processing (storage) period 

Personal data Purpose of data 
processing 

The legal basis 
for processing 

data 

Duration (storage) of 
data processing:  

 

Name 
Data and place of birth 
Gender 
Nationality 
Mother’s name 
Identification data of ID or passport (for 
guests over 14 years). 
In case of guests under the age of 14, 
the accomodation may also record the 
listed data based on the statement of 
its representative (e.g. parent, 
caretaker) 

Mandatory data 
provision and 
reporting 

Necessary for the 
performance of a 
contract - GDPR 
Article 6 (1) b) 
 

Personal data are 
transferred encrypted from 
the accomodation 
management software to 
the VIZA system. VIZA 
system stores submitted 
data for maximum two 
years. 

 
Does profiling occur during data processing? 

Answer Short, understandable description of profiling 

No --- 

 
Does automated decision-making occur during data processing?  

Answer Short, understandable description of automatization 

No  

If yes, data subject has the right to request for manual, human intervention. 

 
Source of processed personal data:  

Data subject 
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Data will be transmitted to: 

Category Name of the company, address of headquarters, business activity 

Data processors 
(performing 
technical tasks 
related to data 
processing) 

Previo.hu Kft. 4/A Petzvál József street, 1119 Budapest, PREVIO accomodation management 
software 

Recipients Magyar Turisztikai Ügynökség Zrt. 15-23 Kacsa street, 1027 Budapest. VIZA system opeartor, 
hosting provider  

 
Transmission of data to a third (non-EU) country  

Name of the company, place of transmission, guarantee of transmission, purpose of transmission 

No 

 
Joint data processing occurs:  

Answer Name of joint data controller, its headquarters 

No  

 
Access to data and data security measures: 

Restriction of access Personal data can be accessed by employees who need it to perform their duties, 
as well as by management. 

Data security measures Application of security camera in the building 
Password-protected computer, password or biometric protection on phones, use of 
anti-virus 
The placement of the monitors ensures protection against access by unauthorized 
persons 
Password protected WIFI network 
Password protection of applications 

 
3. Rights of data subject:  

Rights of data subject based on legal basis and their explanations  

Right to information - Data Subject shall have the right to find out the way personal data is handled before data 
processing begins 
Right to rectification - Data Subject is entitled to request the correction of his/her personal data if stored data by data 
controller do not correspond to reality and he/she can prove it. 
Right of access – Data Subject shall have the right to request for personal data stored about him/her from the data 
controller. 
Right to data portability - Data Subject shall have the right to receive the personal data concerning him or her in a 
structured, digital form.  
Right to review of automated individual decision-making - Data Subject may have the right to request for manual 
review of all data processing where data controller has applied automated decision-making with legal effect on data 
subject. 

 
4. Exercise of rights of data subject 
 
If data subject has submitted a request to the data controller related to exercising of his/her rights described in point 3, the 
data controller shall respond without delay and at the latest within one month of receipt of the request, and also shall inform  
data subject regarding the measures taken in case of his/her request. If it is necessary, this deadline can be extended by 
another two months. 
 
If the controller does not take action on the request of the data subject, the controller shall inform the data subject without 
delay and at the latest within one month of receipt of the request of the reasons for not taking action and on the possibility 
of lodging a complaint with a supervisory authority and seeking a judicial remedy. 
 

 
 
 
 
 
 
 



 

 
5. Filing a complaint 
 

Data subject shall have the right to lodge a complaint with a supervisory authority: 

 

Name National Authority for Data Protection and Freedom of Information (NAIH) 

Headquarters 9-11 Falk Miksa road, H-1055 Budapest 

Postal 
address 

Mailbox 9., H-1363 Budapest 

Email ugyfelszolgalat@naih.hu 

Telephone +36 (1) 391-1400 

Fax +36 (1) 391-1410 

Website http://naih.hu 

 
 
6. Judicial remedy 
 
Provisions for the judicial remedy are included in the Act CXII of 2011 on the Right of Informational Self- Determination 
and on Freedom of Information. 
 
The data subject may apply to the court against the data controller in order to protect his/her data if he/she thinks that the 
data controller has violated the regulations of processing his/her personal data. The lawsuit may be initiated by data subject 
at the competent court based on his/her residence or temporary residence– according to his/her chioce. During the lawsuit 
a person who does not have any legal capacity can be a party concerned as well. The data protection authority can 
intervene in the lawsuit in order to win the case for data subject. 
 
Any person who has suffered material or non-material damage as a result of an infringement of this Regulation shall have 

the right to receive compensation from the controller or processor for the damage suffered. A controller or processor shall 

be exempt from liability if it proves that it is not in any way responsible for the event giving rise to the damage. 

 
  



 

PRIVACY POLICY 

Accomodation service 
Payment, billing 

 
 
 
Applicable from 3 rd May 2024 

 
In compliance with the Act CXII of 2011 on the Right of Informational Self-Determination and on Freedom of 
Information and the Regulation (EU) 2016/679 of the European Parliament and of the Council on the protection 
of natural persons regarding processing of personal data and on the free flow of such data, and repealing 
Directive 95/46/EC (General Data Protection Regulation), we hereby inform you about the processing of 
personal data provided by you: 

 
 
1. Data controller 
 

Name of data controller:  P-Blasi Kft. - Hotel Central Pécs 

Address of data controller:  Seat: 48 Fő street, 7683 Dinnyeberki  
Address of the hotel: 7 Bajcsy-Zsilinszky street, 7621 Pécs  

Contact details of data controller: 

e-mail hotel@hotelcentralpecs.hu  
telephone + 36 20 490-6255  

website https://hotelcentralpecs.hu/ 

 
2. Data processed 

 
Scope of data processing, purpose and legal basis for data processing, 

data processing (storage) period 

Personal data Purpose of data 
processing 

The legal basis 
for processing 

data 

Duration (storage) of 
data processing:  

 

Depending on the payment method:  
In case of SZÉP card payment: 
card number, expiry date. 
In case of bank card payment: last 4 
digits of card number, expiry date. 
In case of transfer: bank account 
number, name and billing address. 

Processing 
payments, issuing 
invoices, accounting. 

Necessary for the 
performance of a 
contract and the 
fullfilment of a legal 
obligation – GDPR 
Article 6 (1) b), c) 

8+1 years from the issuing 
date of the invoice in 
accordance with Section 
169 (2) of the Accounting 
Act. 

 
Does profiling occur during data processing? 

Answer Short, understandable description of profiling 

No --- 

 
Does automated decision-making occur during data processing?  

Answer Short, understandable description of automatization 

No  

If yes, data subject has the right to request for manual, human intervention. 

 
Source of processed personal data:  

Data subject 

 
Data will be transmitted to: 

Category Name of the company, address of headquarters, business activity 

Data processors 
(performing 
technical tasks 
related to data 
processing) 

Gold-M Tax Kft. 15/A Építők road, 1st floor door 4, 7633 Pécs. Accountant, 
MBH Bank Nyrt. 38 Váci street, 1057 Budapest. Account manager financial institution, 
CIB Bank Zrt. 4-14 Medve street, 1027 Budapest. Other financial service provider (POS 
terminal), 
KBOSS. hu Kft. 7 Záhony street, 1031 Budapest. Operator of számlázz.hu invoicing software 
ServerAstra Kft. 66 Petrence street, 1158 Budapest. Mail system operator, 
Previo.hu Kft. 4/A Petzvál József street, 1119 Budapest. PREVIO accomodation management 
software 
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Recipients MBH Bank Nyrt. 38 Váci street, 1056 Budapest. SZÉP card provider, 
K&H Bank  9 Lechner Ödön avenu, 1095 Budapest. SZÉP card provider, 
OTP Bank Nyrt., OTP SZÉP card group Mailbox 564, 1243 Budapest. SZÉP card provider 

 
Transmission of data to a third (non-EU) country  

Name of the company, place of transmission, guarantee of transmission, purpose of transmission 

No 

 
Joint data processing occurs:  

Answer Name of joint data controller, its headquarters 

No  

 
Access to data and data security measures: 

Restriction of access Personal data can be accessed by employees who need it to perform their duties, 
as well as by management. 

Data security measures Application of security camera in the building 
Password-protected computer, password or biometric protection on phones, use of 
anti-virus 
The placement of the monitors ensures protection against access by unauthorized 
persons 
Password protected WIFI network 
Password protection of applications 

 
3. Rights of data subject:  

Rights of data subject based on legal basis and their explanations  

Right to information - Data Subject shall have the right to find out the way personal data is handled before data 
processing begins 
Right to rectification - Data Subject is entitled to request the correction of his/her personal data if stored data by data 
controller do not correspond to reality and he/she can prove it. 
Right of access – Data Subject shall have the right to request for personal data stored about him/her from the data 
controller. 
Right to data portability - Data Subject shall have the right to receive the personal data concerning him or her in a 
structured, digital form.  
Right to review of automated individual decision-making - Data Subject may have the right to request for manual 
review of all data processing where data controller has applied automated decision-making with legal effect on data 
subject. 

 
4. Exercise of rights of data subject 
 
If data subject has submitted a request to the data controller related to exercising of his/her rights described in point 3, the 
data controller shall respond without delay and at the latest within one month of receipt of the request, and also shall inform  
data subject regarding the measures taken in case of his/her request. If it is necessary, this deadline can be extended by 
another two months. 
 
If the controller does not take action on the request of the data subject, the controller shall inform the data subject without 
delay and at the latest within one month of receipt of the request of the reasons for not taking action and on the possibility 
of lodging a complaint with a supervisory authority and seeking a judicial remedy. 
 

 
5. Filing a complaint 
 

Data subject shall have the right to lodge a complaint with a supervisory authority: 

 

Name National Authority for Data Protection and Freedom of Information (NAIH) 

Headquarters 9-11 Falk Miksa road, H-1055 Budapest 

Postal 
address 

Mailbox 9., H-1363 Budapest 

Email ugyfelszolgalat@naih.hu 

Telephone +36 (1) 391-1400 

Fax +36 (1) 391-1410 

Website http://naih.hu 

 
 



 

 
6. Judicial remedy 
 
Provisions for the judicial remedy are included in the Act CXII of 2011 on the Right of Informational Self- Determination 
and on Freedom of Information. 
 
The data subject may apply to the court against the data controller in order to protect his/her data if he/she thinks that the 
data controller has violated the regulations of processing his/her personal data. The lawsuit may be initiated by data subject 
at the competent court based on his/her residence or temporary residence– according to his/her chioce. During the lawsuit 
a person who does not have any legal capacity can be a party concerned as well. The data protection authority can 
intervene in the lawsuit in order to win the case for data subject. 
 
Any person who has suffered material or non-material damage as a result of an infringement of this Regulation shall have 

the right to receive compensation from the controller or processor for the damage suffered. A controller or processor shall 

be exempt from liability if it proves that it is not in any way responsible for the event giving rise to the damage. 

 
  



 

PRIVACY POLICY 

Accomodation service 
Complaint handling 

 
 
 
Applicable from 3 rd May 2024 

 
In compliance with the Act CXII of 2011 on the Right of Informational Self-Determination and on Freedom of 
Information and the Regulation (EU) 2016/679 of the European Parliament and of the Council on the protection 
of natural persons regarding processing of personal data and on the free flow of such data, and repealing 
Directive 95/46/EC (General Data Protection Regulation), we hereby inform you about the processing of 
personal data provided by you: 

 
 
1. Data controller 
 

Name of data controller:  P-Blasi Kft. - Hotel Central Pécs 

Address of data controller:  Seat: 48 Fő street, 7683 Dinnyeberki  
Address of the hotel: 7 Bajcsy-Zsilinszky street, 7621 Pécs  

Contact details of data controller: 

e-mail hotel@hotelcentralpecs.hu  
telephone + 36 20 490-6255  

website https://hotelcentralpecs.hu/ 

 
2. Data processed 

 
Scope of data processing, purpose and legal basis for data processing, 

data processing (storage) period 

Personal data Purpose of data 
processing 

The legal basis 
for processing 

data 

Duration (storage) of 
data processing:  

 

Name 
Contact information 
Contant of complaint or report 
 
 

Receiving, 
investigating, 
assessing and 
responding to 
complaints  

Necessary to fullfil a 
legal obligation – 
GDPR Article 6 (1) 
c) 

3 years from the receipt of 
the complaint according to 
Consumer Protection Act 
17/A paragraph (7) . 

 
Does profiling occur during data processing? 

Answer Short, understandable description of profiling 

No --- 

 
Does automated decision-making occur during data processing?  

Answer Short, understandable description of automatization 

No  

If yes, data subject has the right to request for manual, human intervention. 

 
Source of processed personal data:  

Data subject 

 
 

Data will be transmitted to: 

Category Name of the company, address of headquarters, business activity 

Data processors 
(performing 
technical tasks 
related to data 
processing) 

 

Recipients  

 

mailto:hotel@hotelcentralpecs.hu


 

Transmission of data to a third (non-EU) country  

Name of the company, place of transmission, guarantee of transmission, purpose of transmission 

No 

 
Joint data processing occurs:  

Answer Name of joint data controller, its headquarters 

No  

 
Access to data and data security measures: 

Restriction of access Personal data can be accessed by employees who need it to perform their duties, 
as well as by management. 

Data security measures Application of security camera in the building 
Password-protected computer, password or biometric protection on phones, use of 
anti-virus 
The placement of the monitors ensures protection against access by unauthorized 
persons 
Password protected WIFI network 
Password protection of applications 

 
3. Rights of data subject:  

Rights of data subject based on legal basis and their explanations  

Right to information - Data Subject shall have the right to find out the way personal data is handled before data 
processing begins 
Right to rectification - Data Subject is entitled to request the correction of his/her personal data if stored data by data 
controller do not correspond to reality and he/she can prove it. 
Right of access – Data Subject shall have the right to request for personal data stored about him/her from the data 
controller. 
Right to data portability - Data Subject shall have the right to receive the personal data concerning him or her in a 
structured, digital form.  
Right to review of automated individual decision-making - Data Subject may have the right to request for manual 
review of all data processing where data controller has applied automated decision-making with legal effect on data 
subject. 

 
4. Exercise of rights of data subject 
 
If data subject has submitted a request to the data controller related to exercising of his/her rights described in point 3, the 
data controller shall respond without delay and at the latest within one month of receipt of the request, and also shall inform  
data subject regarding the measures taken in case of his/her request. If it is necessary, this deadline can be extended by 
another two months. 
 
If the controller does not take action on the request of the data subject, the controller shall inform the data subject without 
delay and at the latest within one month of receipt of the request of the reasons for not taking action and on the possibility 
of lodging a complaint with a supervisory authority and seeking a judicial remedy. 
 

 
5. Filing a complaint 
 

Data subject shall have the right to lodge a complaint with a supervisory authority: 

 

Name National Authority for Data Protection and Freedom of Information (NAIH) 

Headquarters 9-11 Falk Miksa road, H-1055 Budapest 

Postal 
address 

Mailbox 9., H-1363 Budapest 

Email ugyfelszolgalat@naih.hu 

Telephone +36 (1) 391-1400 

Fax +36 (1) 391-1410 

Website http://naih.hu 

 
 
 
 
 
 



 

6. Judicial remedy 
 
Provisions for the judicial remedy are included in the Act CXII of 2011 on the Right of Informational Self- Determination 
and on Freedom of Information. 
 
The data subject may apply to the court against the data controller in order to protect his/her data if he/she thinks that the 
data controller has violated the regulations of processing his/her personal data. The lawsuit may be initiated by data subject 
at the competent court based on his/her residence or temporary residence– according to his/her chioce. During the lawsuit 
a person who does not have any legal capacity can be a party concerned as well. The data protection authority can 
intervene in the lawsuit in order to win the case for data subject. 
 
Any person who has suffered material or non-material damage as a result of an infringement of this Regulation shall have 

the right to receive compensation from the controller or processor for the damage suffered. A controller or processor shall 

be exempt from liability if it proves that it is not in any way responsible for the event giving rise to the damage. 

 
  



 

PRIVACY POLICY 

Security camera 
Security camera 

 
 
 
Applicable from 3 rd May 2024 

 
In compliance with the Act CXII of 2011 on the Right of Informational Self-Determination and on Freedom of 
Information and the Regulation (EU) 2016/679 of the European Parliament and of the Council on the protection 
of natural persons regarding processing of personal data and on the free flow of such data, and repealing 
Directive 95/46/EC (General Data Protection Regulation), we hereby inform you about the processing of 
personal data provided by you: 

 
 
1. Data controller 
 

Name of data controller:  P-Blasi Kft. - Hotel Central Pécs 

Address of data controller:  Seat: 48 Fő street, 7683 Dinnyeberki  
Address of the hotel: 7 Bajcsy-Zsilinszky street, 7621 Pécs  

Contact details of data controller: 

e-mail hotel@hotelcentralpecs.hu  
telephone + 36 20 490-6255  

website https://hotelcentralpecs.hu/ 

 
2. Data processed 

 
Scope of data processing, purpose and legal basis for data processing, 

data processing (storage) period 

Personal data Purpose of data 
processing 

The legal basis 
for processing 

data 

Duration (storage) of 
data processing:  

 

Security camera recording and deriving 
information 
 
 

Personal protection, 
property protection 

Legitimate interest  
- GDPR Article 6 (1) 
Paragraph f) 

2 weeks 

 
Does profiling occur during data processing? 

Answer Short, understandable description of profiling 

No --- 

 
Does automated decision-making occur during data processing?  

Answer Short, understandable description of automatization 

No  

If yes, data subject has the right to request for manual, human intervention. 

 
Source of processed personal data:  

Data subject 

 
 

Data will be transmitted to: 

Category Name of the company, address of headquarters, business activity 

Data processors 
(performing 
technical tasks 
related to data 
processing) 

ICONIT RENDSZERHÁZ Kft. 13  Zidina, 7625 Pécs. External system administrator,  
ServerAstra Kft. 66 Petrence street, 1158 Budapest. Mail system operator 

Recipients  

 
 

mailto:hotel@hotelcentralpecs.hu


 

Transmission of data to a third (non-EU) country  

Name of the company, place of transmission, guarantee of transmission, purpose of transmission 

No 

 
Joint data processing occurs:  

Answer Name of joint data controller, its headquarters 

No  

 
Access to data and data security measures: 

Restriction of access Personal data can be accessed by employees who need it to perform their duties, 
as well as by management. 

Data security measures Limited access to recordings, specific storage time 
Password protected computer 
The placement of the monitors ensures protection against access by unauthorized 
persons 

 
3. Rights of data subject:  

Rights of data subject based on legal basis and their explanations  

Right to information - Data Subject shall have the right to find out the way personal data is handled before data 
processing begins 
Right to rectification - Data Subject is entitled to request the correction of his/her personal data if stored data by data 
controller do not correspond to reality and he/she can prove it. 
Right of access – Data Subject shall have the right to request for personal data stored about him/her from the data 
controller. 
Right to object - If the legal basis is based on a legitimate interest or public authority, the data subject may object to 
the processing of his/her personal data, however objection does not mean the immediate deletion of data. 
Right to restriction of processing – Data Subject shall have the right to request for suspension of personal data 
processing for the period of investigation if he/she does not consider the data controller entitled.  
Right to data portability - Data Subject shall have the right to receive the personal data concerning him or her in a 
structured, digital form.  
Right to review of automated individual decision-making - Data Subject may have the right to request for manual 
review of all data processing where data controller has applied automated decision-making with legal effect on data 
subject. 

 
4. Exercise of rights of data subject 
 
If data subject has submitted a request to the data controller related to exercising of his/her rights described in point 3, the 
data controller shall respond without delay and at the latest within one month of receipt of the request, and also shall inform  
data subject regarding the measures taken in case of his/her request. If it is necessary, this deadline can be extended by 
another two months. 
 
If the controller does not take action on the request of the data subject, the controller shall inform the data subject without 
delay and at the latest within one month of receipt of the request of the reasons for not taking action and on the possibility 
of lodging a complaint with a supervisory authority and seeking a judicial remedy. 
 

 
5. Filing a complaint 
 

Data subject shall have the right to lodge a complaint with a supervisory authority: 

 

Name National Authority for Data Protection and Freedom of Information (NAIH) 

Headquarters 9-11 Falk Miksa road, H-1055 Budapest 

Postal 
address 

Mailbox 9., H-1363 Budapest 

Email ugyfelszolgalat@naih.hu 

Telephone +36 (1) 391-1400 

Fax +36 (1) 391-1410 

Website http://naih.hu 

 
 
 
 
 



 

6. Judicial remedy 
 
Provisions for the judicial remedy are included in the Act CXII of 2011 on the Right of Informational Self- Determination 
and on Freedom of Information. 
 
The data subject may apply to the court against the data controller in order to protect his/her data if he/she thinks that the 
data controller has violated the regulations of processing his/her personal data. The lawsuit may be initiated by data subject 
at the competent court based on his/her residence or temporary residence– according to his/her chioce. During the lawsuit 
a person who does not have any legal capacity can be a party concerned as well. The data protection authority can 
intervene in the lawsuit in order to win the case for data subject. 
 
Any person who has suffered material or non-material damage as a result of an infringement of this Regulation shall have 

the right to receive compensation from the controller or processor for the damage suffered. A controller or processor shall 

be exempt from liability if it proves that it is not in any way responsible for the event giving rise to the damage. 

 


